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1
Discussion
This is a pCR to TR 32.899 introducing the Network Slicing topic.
As per the description in clause 4.7, TS 28.801, the high-level functional model of business roles are present. 

· Communication Service Customer (CSC): Uses communication services.

· Communication Service Provider (CSP): Provides communication services (see clause 4.8). Designs, builds and operates its communication services.

· Network Operator (NOP): Provides network services. Designs, builds and operates its networks to offer such services.

In the rest of this document, the role "Communication Service Provider" is also referred to as "Tenant", and the role "Network Operator" is also referred to as "Operator". Unless they are explicitly differentiated, these two roles are used in an inter-changeable way.

According to the TS 23.501, An S-NSSAI (Single Network Slice Selection Assistance information) identifies a Network Slice.

An S-NSSAI is comprised of:

-
A Slice/Service type (SST), which refers to the expected Network Slice behaviour in terms of features and services;

-
A Slice Differentiator (SD). which is optional information that complements the Slice/Service type(s) to allow further differentiation for selecting an Network Slice instance from the potentially multiple Network Slice instances that all comply with the indicated Slice/Service type. 
The SSTs which are standardised are in the following Table 

Table - Standardised SST values
	Slice/Service type
	SST value
	Characteristics.

	eMBB (enhanced Mobile Broadband)


	1
	Slice suitable for the handling of 5G enhanced Mobile broadband, useful, but not limited to the general consumer space mobile broadband applications including streaming of High Quality Video, Fast large file transfers etc. It is expected this SST to aim at supporting High data rates and high traffic densities as outlined in Table 7.1-1 "Performance requirements for high data rate and traffic density scenarios" in TS 22.261[x]

	URLLC (ultra- reliable low latency communications)
	2
	Supporting ultra-reliable low latency communications for applications including, industrial automation, (remote) control systems.

This SST is expected to aim at supporting the requirements in Table 7.2.2-1 "Performance requirements for low-latency and high-reliability services." in TS 22.261[x] related to high reliability and low latency scenarios

	MIoT (massive IoT)
	3
	Allowing the support of a large number and high density of IoT devices efficiently and cost effectively.


The charging model may be different with respect to the network slice type. A Network Slice Instance can be instantiated for specific Communication Service Providers (CSP) or shared by several CSPs. 
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3
Rationale

This pCR proposes to introduce the topic "Network slicing" in TR 32.899 Study on Charging Aspects of 5G System Architecture Phase 1. 

4
Detailed proposal

Propose to incorporate the following change into the skeleton for TR 32.899[1].   

	First change


3.2
Symbols

For the purposes of the present document, the following symbols apply:

NSI Id
An identifier, which is used to uniquely identify a Network Slice Instance (NSI).

SD
A Slice Differentiator (SD). which is optional information that complements the Slice/Service type(s) to allow further differentiation for selecting an Network Slice instance from the potentially multiple Network Slice instances that all comply with the indicated Slice/Service type.

	Next change


5.4.2
Potential requirements 
The following requirements should be supported for Network Slicing:

-
Online and offline charging 

-
Capability for correlation within one slice.

-
Charging for a single UE served by one or more Network Slice Instances could be:

-
Session based

-
Volume based

-
Time based

-
Volume and time based

-
Event based

-
Charging for a CSP who utilizes a specific Network Slice Instance:

· 
· 
· 
· Connection based

· Volume based

· Time based

· Volume and time based

· Event based
	Next change


5.4.3.x 
Key issue #4.x: Charging for the CSP who utilizes a specific network slice instance

This key issue is for investigating on how to support the charging for the CSP who utilizes a specific network slice instance. 
This study covers the following:

· determination of chargeable party for tenant(CSP) based charging;
· identification of the main interactions with the charging domain.
	End of changes


